**上线审核岗**

**依据“系统安全上线审核十必备”进行审核，保证系统上线安全合规。**

1. **按需提供对影像云平台进行上线前的安全检测，包括系统漏洞扫描和应用漏洞扫描、漏洞人工验证、漏洞整改建议、整改后的复测等，提供安全检查报告。**

**2）为保证影像云平台网络安全检查过程的安全可控，上线前的安全检查设备（例如web扫描、主机扫描、弱密码扫描）或软件需为具备软件著作权或销售许可证的商业产品，不得使用开源工具，提供相应证明材料和工具使用授权书，并承诺一旦成交，如果服务过程中提供的工具无法达到预期效果，需按照采购人的要求进行更换。**

**3）影像云平台的上线前安全检查，至少包含2次复检。**

**准入测试岗**

**系统上线前的测试工作，制定测试计划，依据准入测试标准进行风险识别。对农村农业平台进行上线前的准入测试。**

1. **明确目标，确定渗透资产范围，对目标系统的基础信息，系统信息，应用信息，版本信息，服务信息，人员信息以及相关防护信息进行一个信息收集。**
2. **漏洞挖掘对已收集的信息进行整理，探测可能存在的系统漏洞，对系统功能点进行深度测试，测试如sql注入、xss、越权等漏洞探测。**
3. **写明漏洞修复建议，与开发人员对接，明确漏洞修复方式。**

**4、制造云平台完成漏洞修复，对其进行漏洞复查，确认漏洞已完成修复，输出复测报告，完成漏洞闭环。**

**安全配置管理岗**

**对范围内安全设备开展巡检工作，开展配置策略、合规管理、版本管理、以及变更管理等，以及安全分析模型规则的开发和维护。**

1. **机房和网络设备的管理配置巡检，机房设备和网络设备正常运行。机房和网络的运行使用状况正常，未发现问题。对机房和设备进行巡查、维护，并作出详细记录;**
2. **参与各项管理信息系统规划、标准的制订。完成今日公司计算机及外设的日常维护及与经销商售后联系工作。参与IP-GUARD设备硬件安装、软件调试工作;**
3. **对实时工作级别中、低的系统和数据，进行手工操作备份。对于医疗数字化运营系统关键业务服务系统和实时性要求高的数据和信息，进行集中式的备份;**

**4、解决单位及协助解决客户网络阻断问题。对用户帐号的管理完成开户、修改、暂停、注销等服务。**